
 

 

 

 

COURSE OBJECTIVE AND LEARNING OUTCOME 

M.Sc.(INFORMATION TECHNOLOGY) SEMESTER IV 

COURSE 404D INFORMATION SECURITY AUDITING 

S.No Learning Objective 

 

Learning Outcomes 

 
1. To implement various information 

security policies in place 

 

 

The students describes various 

information security policies and process 

flow, Ethics of an Information security 

Auditor and understand various 

information systems in an organization, 

their criticality and various governance 

and management policies associated with 

them 

2. To assess an organization based on the 

needs and suggest the requisite 

information security policies to be 

deployed 

 

Critically analyze various operational 

strategies like asset management, data 

governance etc. and suggest requisite 

changes as per organizations requirements 

with improvements 

3. To audit the organization across relevant 

policies and assist the organization in 

implementing such policies along with 

suggesting improvements 

 

 

Apply the information flow across the 

organization and identify the weak spots, 

and also suggest improvements to 

strengthen them and come up with strong 

strategies to protect information assets and 

come up with an efficient business 

continuity plan, disaster recovery strategy  

 

 


